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SPEAKER BIO: 

Florian Nivette (CEH, CHFI, CEI, GSNA) is a Managing Security Associate at Bishop Fox, where he 

focuses on application and network penetration testing and in-depth OS-level security. 

 

Experience highlights include leading the testing of an international payment card solution provider 

through. Florian’s testing identified critical vulnerabilities that could have been exploited by insider 

threats to compromise the ICS network. He also regularly leads application assessments (including both 

penetration testing and source code review) of business-critical applications for Bishop Fox’s clients, 

including a Fortune 100 media conglomerate, one of the top U.S. banks, one of the three major 

consumer credit rating agencies, and one of the largest software companies in the world. Florian is an 

active security researcher focusing on web applications, with several published CVEs (CVE-2018-11349, 

CVE-2018-11350, CVE-2018-11351, CVE-2018-13407, CVE-2018-11408, CVE-2018-13409, CVE-2017- 

77737, CVE-2017-5870, and CVE-2017-6086). 

 

Prior to joining Bishop Fox, Florian was a senior penetration tester and trainer at a boutique penetration 

testing consultancy in France. He also worked as research and development engineer at the French 

Ministry of Defense. Florian is one of the chief organizers of Nuit du Hack CTF, the largest and most well- 

known capture-the-flag competition in France, which draws thousands of security researchers annually. 

Florian holds an Engineering Degree (French Masters-level equivalent) in Network and Security from 

École Supérieure d'Informatique, Électronique, Automatique (E.S.I.E.A). 


